**同意根据我们的要求翻译文本。**

*请注意，Sherwin-Williams 招聘团队成员在求职申请流程中绝不会要求求职者付款，索要财务信息或敏感个人信息，如公民身份号码、出生日期或银行账号。*

关于我们招聘发布网站的常见问题解答。请查看并进行编辑。我想同时提交两者（请求措辞和常见问题解答）。

招聘诈骗警示

Sherwin-Williams 已收到多起冒名诈骗的报告，诈骗者冒充 Sherwin-Williams 招聘团队的成员，试图窃取目标对象的钱财或敏感信息。要评估 Sherwin-Williams 职位相关通信的真实性，请访问职业页面 <https://careers.sherwin-williams.com/> 或查看常见问题解答以获取更多信息。

**诈骗形式？**

个人或团体假装 Sherwin-Williams 招聘人员，试图欺诈求职者。他们通过电子邮件或连续的电话提供虚假工作机会，并进行虚假面试。这通常涉及利用欺诈合同或工作机会实施财务诈骗。他们还使用 Sherwin-Williams 徽标创建以假乱真的欺骗性网站和通信。所提供的许多虚假职位通常冠以高薪、完全远程，例如自由职业者、设计师或分析师。

**应如何识别诈骗者？**

1. 如果您收到有关 Sherwin-Williams 工作机会的电子邮件，请在与招聘人员沟通之前核实该职位的合法性。您可查看我们网站上的空缺职位列表。请务必认真查看电子邮件地址和邮件中的任何链接。有些诈骗者非常擅长模仿官方电子邮件地址，混淆视听。
	* 查找拼写错误，例如 @sherman.com 或 @sherwin-willlams.com
	* 如果您怀疑该消息不合法，则请勿回复！
	* 永远不要相信来路不明的消息中的链接。
2. 在输入任何信息之前，请先核实网站的安全性。确保开头是“http**s**://”，而不是“http://”。没有“s”则表示这不是一个安全的网站。
3. Sherwin-Williams 不会要求求职者购买设备、进行任何财务交易或提供任何银行信息。切勿遵循任何此类指令！

**我收到了一封关于 Sherwin-Williams 工作机会的电子邮件，但我从未申请过。我应该怎么做？**

1. 如果电子邮件的地址为 sherwin.com，则可能是安全的（请务必仔细检查）。
	* 在联系发件人之前，请务必核实发件人的电子邮件地址，并在线查找联系信息。
	* Sherwin-Williams 绝不会要求您汇款或提供银行账户信息。如果出现这种情况，那就是诈骗。

**如何避免求职****诈骗。**

1. 相信自己的直觉，如果某件事看起来好得难以置信，那它很可能就是假的。
2. 在线调查并查找别人发布的相关受骗经历。
3. 切勿为工作承诺付钱。Sherwin-Williams 不会要求求职者支付工作设备的费用。
4. Sherwin-Williams 绝不会向您寄送支票，要求您存入支票，然后向您索要钱财或礼品卡。