**Tekst uzgodniony do przetłumaczenia na nasze potrzeby.**

*Należy pamiętać, że podczas procesu aplikowania* *członkowie zespołu rekrutacyjnego Sherwin-Williams nigdy nie wymagają od kandydata przekazania płatności ani nie proszą o informacje finansowe lub wrażliwe dane osobowe, takie jak krajowe numery identyfikacyjne, data urodzenia lub numery kont bankowych.*

Często zadawane pytania na naszej stronie internetowej z ofertami pracy. Proszę sprawdzić i wprowadzić poprawki. Chcę jednocześnie przesłać oba dokumenty (wymagania i często zadawane pytania).

Alert dotyczący świadomości oszustw związanych z rekrutacją

Sherwin-Williams otrzymała zgłoszenia o oszustwach podszywania się pod inne osoby, które stanowią część zespołu rekrutacyjnego Sherwin-Williams i próbują wykraść pieniądze lub wrażliwe informacje od osób, które są celami tych oszustw. Aby ocenić autentyczność komunikacji dotyczącej pracy otrzymywanej od Sherwin-Williams, odwiedź stronę „Kariera” pod adresem <https://careers.sherwin-williams.com/> lub zapoznaj się z często zadawanymi pytaniami, aby uzyskać więcej informacji.

**Co to oznacza?**

Osoby fizyczne lub grupy udają rekruterów Sherwin-Williams i próbują oszukać osoby poszukujące pracy. Za pomocą wiadomości e-mail lub powtarzających się rozmów telefonicznych oferują fałszywe możliwości pracy i przeprowadzają fikcyjne rozmowy kwalifikacyjne. Często wiąże się to z oszustwami finansowymi obejmującymi nieuczciwe umowy lub oferty pracy. Oszuści ci tworzą również przekonujące fałszywe strony internetowe i komunikaty z wykorzystaniem logo Sherwin-Williams. Wiele fałszywych stanowisk opisano jako dobrze płatne, w pełni zdalne stanowiska, takie jak freelancerzy, projektanci czy analitycy.

**Jak rozpoznać oszusta?**

1. Jeśli otrzymasz wiadomość e-mail na temat oferty pracy w Sherwin-Williams, przed skontaktowaniem się z rekruterem sprawdź wiarygodność stanowiska. Zobacz listę otwartych ofert pracy na naszej stronie internetowej. Zwróć szczególną uwagę na adres e-mail i wszelkie łącza zawarte w wiadomości. Niektórzy oszuści są bardzo dobrzy w sprawianiu, aby ich adres e-mail na pierwszy rzut oka wyglądał oficjalnie.
	* Szukaj literówek takich jak @sherman.com lub @sherwin-willlams.com
	* Jeśli podejrzewasz, że wiadomość nie jest prawdziwa, nie odpowiadaj na nią!
	* Nigdy nie ufaj łączu z wiadomości, o którą nie prosiłeś(-aś).
2. Przed wprowadzeniem jakichkolwiek informacji sprawdź bezpieczeństwo witryny internetowej. Na początku adresu musi mieć ona „**https**://”, a nie „http://”. Pominięcie „s” oznacza, że nie jest to bezpieczna witryna.
3. Sherwin-Williams nie prosi kandydatów o zakup sprzętu, przeprowadzenie transakcji finansowych ani podanie danych bankowych. Nie należy stosować się do takich poleceń!

**Otrzymałem(-am) wiadomość e-mail dotyczącą oferty pracy w Sherwin-Williams, ale nigdy nie złożyłem(-am) aplikacji. Co mam teraz zrobić?**

1. Wiadomość e-mail może być bezpieczna, jeśli pochodzi z adresu e-mail sherwin.com (zawsze należy to dokładnie sprawdzić).
	* Przed skontaktowaniem się z nadawcą upewnij się, że adres e-mail nadawcy został zweryfikowany i wyszukaj dane kontaktowe online.
	* Sherwin-Williams nigdy nie poprosi Cię o wysłanie pieniędzy lub podanie informacji o koncie bankowym. Jeśli tak się stanie, wówczas jest to oszustwo.

**Jak unikać** **oszustw związanych z zatrudnieniem?**

1. Zaufaj swojemu instynktowi. Jeśli coś wydaje się zbyt piękne, aby było prawdziwe, prawdopodobnie tak jest.
2. Poszukaj w Internecie informacji i zgłoszeń o oszustwach dokonywanych przez innych.
3. Nigdy nie płać za obietnicę zatrudnienia. Sherwin-Williams nie wymaga od kandydatów płacenia za sprzęt do pracy.
4. Sherwin-Williams nigdy nie wyśle Ci czeku, nie poprosi Cię o jego wpłacenie, ani nie poprosi następnie o pieniądze bądź karty podarunkowe.