**Overeengekomen tekst om voor onze aanvragen te vertalen.**

*Houd er rekening mee dat de teamleden van Sherwin-Williams tijdens de sollicitatieprocedure nooit om een betaling, financiële informatie of gevoelige persoonlijke informatie, zoals nationale identificatienummers, geboortedatum of bankrekeningnummers zullen vragen.*

Veelgestelde vragen voor onze vacaturewebsite. Controleren en wijzigingen aanbrengen. Ik wil beide (woordkeuze van aanvraag en veelgestelde vragen) tegelijkertijd indienen.

Melding over wervingsoplichting

Sherwin-Williams heeft meldingen ontvangen van oplichting waarbij personen zich voordoen als leden van het wervingsteam van Sherwin-Williams en proberen geld of gevoelige informatie van de doelgroep te stelen. Om de authenticiteit van aan werk gerelateerde berichtgeving van Sherwin-Williams te evalueren, kunt u voor meer informatie via <https://careers.sherwin-williams.com/> naar de carrièrepagina gaan of de veelgestelde vragen bekijken.

**Wat betekent dit?**

Personen of groepen doen zich voor als recruiters van Sherwin-Williams die werkzoekenden proberen op te lichten. Via e-mails of aanhoudende telefoongesprekken bieden ze valse vacatures aan en voeren ze fictieve sollicitatiegesprekken. Dit betreft vaak financiële oplichting met frauduleuze contracten of aanbiedingen van banen. Daarnaast creëren ze overtuigende websites en berichten door gebruik te maken van het logo van Sherwin-Williams. Veel van de aangeboden nepvacatures worden beschreven als goedbetaalde functies op afstand, zoals freelancers, ontwerpers of analisten.

**Hoe kan ik oplichters herkennen?**

1. Als u een e-mail ontvangt over een vacature bij Sherwin-Williams, controleer dan eerst of de vacature legitiem is voordat u contact opneemt met de recruiter. Bekijk de lijst met openstaande vacatures op onze website. Let goed op het e-mailadres en eventuele links in het bericht. Sommige oplichters zijn er erg goed in om hun e-mailadres op het eerste gezicht officieel te laten lijken.
   * Zoek naar typefouten zoals @sherman.com of @sherwin-willlams.com
   * Als u vermoedt dat het bericht niet legitiem is, reageer dan niet!
   * Vertrouw nooit een link in een ongevraagd bericht.
2. Controleer de beveiliging van de website voordat u informatie invoert. Zorg ervoor dat er "http**s**://" aan het begin staat, niet "http://". Het ontbreken van de 's' betekent dat het geen beveiligde site is.
3. Sherwin-Williams vraagt kandidaten niet om apparatuur te kopen, financiële transacties uit te voeren of bankgegevens te verstrekken. Volg dergelijke instructies niet op!

**Ik heb een e-mail ontvangen over een vacature bij Sherwin-Williams, maar ik heb nooit gesolliciteerd. Wat moet ik doen?**

1. Het kan veilig zijn als de e-mail afkomstig is van een sherwin.com e-mailadres (controleer dit altijd dubbel).
   * Controleer het e-mailadres van de afzender en onderzoek de contactgegevens online voordat u contact opneemt.
   * Sherwin-Williams zal u nooit vragen geld te sturen of bankgegevens te verstrekken. Als dat gebeurt, is er sprake van oplichting.

**Hoe u oplichting met** **vacatures kunt voorkomen.**

1. Vertrouw op uw instinct, als iets te mooi lijkt om waar te zijn, dan is het dat waarschijnlijk ook.
2. Doe online onderzoek en zoek naar meldingen over oplichting door anderen.
3. Betaal nooit voor de belofte van een baan. Sherwin-Williams verlangt nooit van sollicitanten dat ze betalen voor apparatuur om te werken.
4. Sherwin-Williams zal u nooit een cheque sturen, u vragen deze te storten en vervolgens om geld of cadeaubonnen vragen.