**Testo concordato da tradurre dietro nostra richiesta.**

*Tieni presente che i membri del team di reclutamento di Sherwin-Williams non richiederanno mai a un candidato di fornire un pagamento, dare informazioni finanziarie o informazioni personali sensibili come numeri di identificazione nazionale, data di nascita o numeri di conto bancario durante il processo di candidatura.*

Domande frequenti sul nostro sito Web di offerte di lavoro. Rivedi e apporta le modifiche. Desidero inviare entrambi (testo obbligatorio e Domande frequenti) contemporaneamente.

Avviso di consapevolezza sulle truffe nel reclutamento

Sherwin-Williams ha ricevuto segnalazioni di truffe relative a furto di identità, per cui alcune persone fingono di essere parte del team di reclutamento di Sherwin-Williams tentando di rubare denaro o informazioni sensibili dalle persone individuate. Per valutare l’autenticità delle comunicazioni relative al lavoro di Sherwin-Williams, visita la pagina Carrer all’indirizzo <https://careers.sherwin-williams.com/> o consultare le Domande frequenti per ulteriori informazioni.

**Cosa significa?**

Persone o gruppi fingono di essere reclutatori di Sherwin-Williams tentando di truffare chi cerca lavoro. Utilizzando e-mail o telefonate continue, offrono false opportunità di lavoro e conducono colloqui fittizi. Ciò spesso comporta truffe finanziarie con contratti o offerte di lavoro fraudolente. Creano inoltre convincenti siti Web e comunicazioni falsificate utilizzando il logo Sherwin-Williams. Molti dei falsi ruoli professionali offerti sono descritti come posizioni ben retribuite e completamente da remoto come freelancer, designer o analisti.

**Come posso riconoscere un impostore?**

1. Se ricevi un’e-mail su un’opportunità di lavoro in Sherwin-Williams, verifica la legittimità del ruolo prima di comunicare con il reclutatore. Visualizza un elenco di opportunità di lavoro aperte sul nostro sito Web. Assicurati di prestare molta attenzione all’indirizzo e-mail e agli eventuali link contenuti nel messaggio. Alcuni impostori sono molto bravi a fare apparire ufficiale il loro indirizzo e-mail a prima vista.
	* Cerca errori di ortografia come @sherman.com o @sherwin-willlams.com
	* Se sospetti che il messaggio non sia legittimo, non rispondere!
	* Non fidarti mai di un collegamento contenuto in un messaggio non richiesto.
2. Verifica la sicurezza del sito Web prima di inserire qualsiasi informazione. Assicurati di trovare “**https** ://” all’inizio, non “http://”. L’omissione della “s” significa che non si tratta di un sito sicuro.
3. Sherwin-Williams non chiede ai candidati di acquistare attrezzature, effettuare transazioni finanziarie o fornire informazioni bancarie. Non seguire istruzioni simili!

**Ho ricevuto un’e-mail su un’opportunità di lavoro con Sherwin-Williams, ma non ho mai fatto domanda. Cosa devo fare?**

1. Potrebbe essere sicura se l’e-mail provenisse da un indirizzo e-mail sherwin.com (verifica sempre).
	* Assicurati di verificare l’indirizzo e-mail del mittente e ricerca le informazioni di contatto online prima di contattarlo.
	* Sherwin-Williams non ti chiederà mai di inviare denaro o di fornire informazioni sul conto bancario. In tal caso, si tratta di una truffa.

**Come evitare le** **truffe relative al lavoro**.

1. Fidati del tuo istinto, se qualcosa sembra troppo bello per essere vero, probabilmente lo è.
2. Ricerca online e cerca segnalazioni effettuate da altri sulle truffe.
3. Non pagare mai per la promessa di un lavoro. Sherwin-Williams non richiede ai candidati di pagare per le attrezzature necessarie sul lavoro.
4. Sherwin-Williams non ti invierà mai un assegno, né ti chiederà di depositarlo e chiedendoti poi denaro o buoni regalo.