**Texte approuvé pour la traduction.**

*Veuillez noter que les membres de l’équipe de recrutement de Sherwin-Williams ne demanderont jamais à un candidat de fournir un paiement, des renseignements financiers ou des renseignements personnels sensibles telles que le numéro d’identité nationale, la date de naissance ou le numéro de compte bancaire au cours du processus de candidature.*

FAQ pour notre site d’offres d’emploi en ligne. Veuillez vérifier et apporter des modifications. Je veux soumettre les deux (texte obligatoire et FAQ) en même temps.

Alerte de sensibilisation aux escroqueries liées au recrutement

Sherwin-Williams a reçu des signalements d’escroqueries par usurpation d’identité dans lesquelles des personnes se font passer pour des membres de l’équipe de recrutement de Sherwin-Williams et tentent de voler de l’argent ou des informations sensibles à des cibles. Pour évaluer l’authenticité des communications liées à l’emploi de Sherwin-Williams, visitez la page Carrières à l’adresse <https://careers.sherwin-williams.com/> ou consultez la FAQ pour plus d’informations.

**Qu’est-ce que cela signifie?**

Des personnes ou des groupes prétendent être des recruteurs de Sherwin-Williams et tentent d’escroquer des candidats à l’emploi. Par le biais de courriels ou d’appels téléphoniques répétés, ils proposent de fausses offres d’emploi et organisent des entrevues fictives. Il s’agit souvent d’escroqueries financières avec des contrats ou des offres d’emploi frauduleux. Ils créent également des sites Web et des communications fictifs convaincants en utilisant le logo de Sherwin-Williams. Un grand nombre des faux emplois proposés sont décrits comme des postes bien rémunérés et entièrement à distance, tels que ceux de pigistes, de concepteurs ou d’analystes.

**Comment reconnaître un imposteur?**

1. Si vous recevez un courriel concernant une offre d’emploi chez Sherwin-Williams, vérifiez la légitimité de l’offre avant de communiquer avec le recruteur. Consultez la liste des postes vacants sur notre site Web. Assurez-vous de porter une attention particulière à l’adresse courriel et à tout lien dans le message. Certains imposteurs sont très doués pour faire passer leur adresse courriel pour une adresse officielle au premier coup d’œil.
	* Recherchez des fautes de frappe comme @sherman.com ou @sherwin-willlams.com
	* Si vous soupçonnez que le message n’est pas légitime, ne répondez pas!
	* Ne faites jamais confiance à un lien provenant d’un message non sollicité.
2. Vérifiez la sécurité du site Web avant de saisir des informations. Vérifiez la présence de « http**s** :// » au début et non « http:// » L’omission de « s » signifie qu’il ne s’agit pas d’un site sécurisé.
3. Sherwin-Williams ne demande pas aux candidats d’acheter du matériel, d’effectuer des transactions financières ou de fournir des renseignements bancaires. Ne suivez pas de telles instructions!

**J’ai reçu un courriel au sujet d’une offre d’emploi chez Sherwin-Williams, mais je n’ai jamais postulé. Qu’est-ce que je dois faire?**

1. Il pourrait être sans risque si le courriel provenait d’une adresse courriel sherwin.com (vérifiez toujours par deux fois).
	* Assurez-vous de vérifier l’adresse courriel de l’expéditeur et de rechercher les coordonnées en ligne avant de communiquer avec ce dernier.
	* Sherwin-Williams ne vous demandera jamais d’envoyer de l’argent ou de fournir des renseignements sur votre compte bancaire. Si cela se produit, c’est une arnaque.

**Comment éviter les** **escroqueries à l’emploi.**

1. Faites confiance à votre instinct. Si quelque chose semble trop beau pour être vrai, ça l’est probablement .
2. Faites des recherches en ligne et consultez les signalements d’escroqueries faites par d’autres personnes.
3. Ne payez jamais pour une promesse d’emploi. Sherwin-Williams ne demande pas aux candidats de payer l’équipement pour travailler.
4. Sherwin-Williams ne vous enverra jamais un chèque, ne vous demandera pas de le déposer et ne vous demandera jamais de l’argent ou des cartes-cadeaux.