**Teksti, joka on sovittu käännettäväksi pyyntöjämme varten.**

*Huomaathan, että Sherwin-Williamsin rekrytointitiimin jäsenet eivät koskaan pyydä hakijalta maksua, taloudellisia tietoja tai arkaluonteisia henkilötietoja, kuten kansallisia tunnistenumeroita, syntymäaikaa tai pankkitilinumeroita, hakuprosessin aikana.*

Usein kysyttyjä kysymyksiä työpaikkailmoitussivustollamme. Tarkista tiedot ja tee muutoksia. Haluan lähettää molemmat (pyynnön sanamuoto ja usein kysytyt kysymykset) samaan aikaan.

Ilmoitus rekrytointiin liittyvästä huijauksesta

Sherwin-Williams on saanut ilmoituksia imitointihuijauksista, joissa henkilöt esittävät kuuluvansa Sherwin-Williamsin rekrytointitiimiin ja yrittävät varastaa rahaa tai arkaluonteisia tietoja huijauksen kohteena olevilta henkilöiltä. Voit arvioida Sherwin-Williamsin työpaikkatarjouksiin liittyvän viestinnän aitoutta käymällä urasivulla osoitteessa <https://careers.sherwin-williams.com/> tai tutustumalla usein kysyttyihin kysymyksiin saadaksesi lisätietoja.

**Mitä tämä tarkoittaa?**

Henkilöt tai ryhmät teeskentelevät olevansa Sherwin-Williamsin rekrytoijia ja yrittävät huijata työnhakijoita. Sähköpostien tai toistuvien puheluiden avulla he tarjoavat tekaistuja työmahdollisuuksia ja suorittavat kuvitteellisia haastatteluja. Tähän liittyy usein taloudellisia huijauksia yhdessä vilpillisten sopimusten tai työtarjousten kanssa. Nämä tahot myös luovat vakuuttavia huijausverkkosivustoja ja huijausviestintää käyttämällä Sherwin-Williamsin logoa. Monet tarjotuista tekaistuista työrooleista kuvaillaan hyväpalkkaisiksi, täysin etätyötehtäviksi, kuten freelancereiksi, suunnittelijoiksi tai analyytikoiksi.

**Miten tunnistan huijarin?**

1. Jos saat sähköpostiviestin Sherwin-Williamsin työmahdollisuuksista, varmista roolin todenmukaisuus ennen viestintää rekrytoijan kanssa. Katso luettelo avoimista työpaikoista verkkosivustoltamme. Muista kiinnittää erityistä huomiota sähköpostiosoitteeseen ja viestissä oleviin linkkeihin. Jotkut huijarit ovat erittäin hyviä saamaan sähköpostiosoitteensa näyttämään ensisilmäyksellä viralliselta.
   * Etsi kirjoitusvirheitä, kuten @sherman.com tai @sherwin-willlams.com
   * Jos epäilet, että viesti ei ole laillinen, älä vastaa!
   * Älä koskaan luota pyytämättä lähetetyn viestin linkkiin.
2. Varmista verkkosivuston turvallisuus ennen tietojen syöttämistä. Varmista, että verkkosivuosoitteen alussa on ”http**s**://” eikä ”http://”. Mikäli kirjain ”s” puuttuu, se tarkoittaa, että verkkosivu ei ole turvallinen.
3. Sherwin-Williams ei pyydä ehdokkaita ostamaan laitteita, suorittamaan mitään maksutapahtumia tai antamaan mitään pankkitietoja. Älä noudata mitään tällaista ohjetta!

**Olen saanut sähköpostin Sherwin-Williamsin työmahdollisuuksista, mutta en ole koskaan hakenut sitä. Mitä minun tulee tehdä nyt?**

1. Viesti voi olla turvallinen, jos sähköposti on tullut sherwin.com-sähköpostiosoitteesta (tarkista aina kahdesti).
   * Varmista lähettäjän sähköpostiosoite ja tutki yhteystiedot verkossa ennen yhteydenottoa.
   * Sherwin-Williams ei koskaan pyydä sinua lähettämään rahaa tai antamaan pankkitilitietoja. Jos näin tapahtuu, kyseessä on huijaus.

**Kuinka välttää työtarjouksiin liittyviä** **huijauksia?**

1. Luota vaistoihisi. Jos jokin vaikuttaa liian hyvältä ollakseen totta, se todennäköisesti on sitä.
2. Tee verkkohakuja ja etsi muiden tekemiä huijausraportteja.
3. Älä koskaan maksa mahdollisesta työpaikasta. Sherwin-Williams ei vaadi työnhakijoita maksamaan laitteista, jotta he voisivat työskennellä.
4. Sherwin-Williams ei koskaan lähetä sinulle shekkiä, pyydä sinua tallettamaan sitä ja pyydä sitten rahaa tai lahjakortteja.