**Texto acordado para ser traducido para nuestras solicitudes.**

*Recuerde que los miembros del equipo de contratación de Sherwin-Williams nunca solicitarán a un candidato que proporcione un pago, ni le pedirán información financiera o información personal confidencial como números de identificación nacional, fecha de nacimiento o números de cuenta bancaria durante el proceso de solicitud.*

Preguntas frecuentes sobre nuestro sitio web de ofertas de empleo. Revise y haga las modificaciones necesarias. Quiero enviar ambos (comunicación verbal y preguntas frecuentes) al mismo tiempo.

Alerta de concienciación sobre estafas de reclutamiento

Sherwin-Williams ha recibido informes de estafas de suplantación de identidad en las que alguien se presenta como parte del equipo de contratación de Sherwin-Williams con la intención de apropiarse de dinero o información confidencial de la persona. Para evaluar la autenticidad de cualquier comunicación relacionada con el trabajo de Sherwin-Williams, visite la página de Carrera profesional en <https://careers.sherwin-williams.com/> o consulte las preguntas frecuentes para obtener más información.

**¿Qué significa esto?**

Hay personas o grupos que fingen ser contratadores de Sherwin-Williams con la intención de estafar a los solicitantes de empleo. Mediante correos electrónicos o llamadas telefónicas continuas, ofrecen oportunidades laborales falsas y realizan entrevistas ficticias. A menudo, se trata de una estafa financiera con contratos u ofertas de trabajo fraudulentos. También crean sitios web y comunicaciones falsas muy convincentes utilizando el logotipo de Sherwin-Williams. Muchos de los trabajos falsos que se ofrecen se describen como bien pagados y totalmente en remoto, como trabajadores autónomos, diseñadores o analistas.

**¿Cómo puedo reconocer a un impostor?**

1. Si recibe un correo electrónico sobre una oportunidad de trabajo en Sherwin-Williams, verifique la legitimidad del trabajo antes de comunicarse con el contratador. Consulte la lista de puestos vacantes en nuestro sitio web. Examine cuidadosamente la dirección del correo electrónico y los enlaces del mensaje. Algunos impostores son muy buenos haciendo que su dirección de correo parezca auténtica a primera vista.
   * Busque errores tipográficos como @sherman.com o @sherwin-willlams.com
   * Si sospecha que el mensaje no es auténtico, no responda.
   * Nunca confíe en un enlace de un mensaje no solicitado.
2. Verifique la seguridad del sitio web antes de proporcionar cualquier información. Asegúrese de que empiece por "**https**://", no "http://". La omisión de las “s” significa que no es un sitio seguro.
3. Sherwin-Williams no pide a los candidatos que compren equipos, realicen transacciones financieras ni proporcionen información bancaria. ¡No siga esas instrucciones!

**He recibido un correo electrónico sobre una oportunidad de trabajo con Sherwin-Williams, pero no había presentado una solicitud. ¿Qué debo hacer?**

1. El correo podría ser seguro si proviene de una dirección de correo electrónico de sherwin.com (compruébelo siempre).
   * Verifique la dirección de correo electrónico del remitente e investigue la información de contacto online antes de contactar.
   * Sherwin-Williams nunca le pedirá que envíe dinero ni proporcione información de cuentas bancarias. Si eso sucede, es una estafa.

**Cómo evitar** **estafas laborales.**

1. Confíe en su instinto, si algo parece demasiado bueno para ser verdad, probablemente sea falso.
2. Investigue en línea y busque informes de estafas provenientes de otras fuentes.
3. Nunca pague por la posibilidad de un trabajo. Sherwin-Williams no pide a sus solicitantes de empleo que paguen por el equipo de trabajo.
4. Sherwin-Williams nunca le enviará un cheque, le pedirá que lo deposite y luego le pedirá dinero o tarjetas de regalo.