**Text, der für unsere Anforderungen übersetzt werden soll.**

*Bitte beachten Sie, dass die Mitglieder des Rekrutierungsteams von Sherwin-Williams während des Bewerbungsprozesses niemals einen Kandidaten auffordern werden, eine Zahlung zu leisten, Finanzinformationen oder sensible personenbezogene Daten wie nationale Identifikationsnummern, Geburtsdatum oder Bankkontonummern anzufordern.*

FAQ für unsere Stellenausschreibungs-Website. Bitte überprüfen und bearbeiten. Ich möchte beides gleichzeitig einreichen (z. B. Formulierung und FAQ).

Warnung vor Betrug beim Recruiting

Sherwin-Williams hat Berichte über Identitäts-Betrug erhalten, bei dem sich Einzelpersonen als Teil des Rekrutierungsteams von Sherwin-Williams ausgeben, uns versuchen, Geld oder sensible Informationen über Ziele zu stehlen. Um die Authentizität der Kommunikation In Bezug auf Stellen von Sherwin-Williams zu bewerten, besuchen Sie die Karriereseite unter <https://careers.sherwin-williams.com/> oder lesen Sie die FAQs, um mehr zu erfahren.

**Was bedeutet das genau?**

Einzelpersonen oder Gruppen geben vor, Recruiter von Sherwin-Williams zu sein, die versuchen, Stellensuchende zu betrügen. Mithilfe von E-Mails oder zahlreichen Telefonanrufen offerieren sie angebliche Stellenangebote und täuschen mit Bewerbungsgesprächen. Dies beinhaltet häufig finanziellen Betrug mit betrügerischen Verträgen oder Stellenangeboten. Sie erstellen auch täuschend falsche Websites und Kommunikation mit dem Logo von Sherwin-Williams. Viele der angebotenen gefälschten Stellen werden als gut bezahlte, Vollzeit- Fernarbeitsangebote für Freiberufler, Designer oder Analysten ausgeschrieben.

**Wie kann ich einen Betrüger erkennen?**

1. Wenn Sie eine E-Mail über eine Stellenausschreibung bei Sherwin-Williams erhalten, überprüfen Sie die Legitimität der Rolle, bevor Sie mit dem Personalvermittler kommunizieren. Eine Liste der offenen Stellen finden Sie auf unserer Website. Achten Sie auf die E-Mail-Adresse und alle Links in der Nachricht. Einige Betrüger sind sehr gut darin, ihrer E-Mail-Adresse auf den ersten Blick einen offiziellen Anschein zu geben.
	* Suchen Sie nach Tippfehlern wie @sherman.com oder @sherwin-willlams.com.
	* Wenn Sie vermuten, dass die Nachricht nicht legitim ist, antworten Sie nicht!
	* Vertrauen Sie niemals einem Link aus einer Nachricht, die Sie unaufgefordert erhalten haben.
2. Überprüfen Sie die Sicherheit der Webseite, bevor Sie Informationen eingeben. Achten Sie darauf, dass vor der Domain „https://“ steht und nicht „http://." Das Auslassen des „s“ bedeutet, dass es sich nicht um eine sichere Webseite handelt.
3. Sherwin-Williams bittet Kandidaten nicht, Geräte zu kaufen, finanzielle Transaktionen durchzuführen oder Bankinformationen bereitzustellen. Befolgen Sie diese Anweisungen nicht!

**Ich habe eine E-Mail über eine Stellenausschreibung bei Sherwin-Williams erhalten, aber ich habe mich nie beworben. Was soll ich jetzt tun?**

1. Sie könnte legitim sein, wenn die E-Mail von einer E-Mail-Adresse mit der Domain sherwin.com stammt (immer doppelt prüfen).
	* Vergewissern Sie sich, dass Sie die E-Mail-Adresse des Absenders überprüfen und die Kontaktinformationen online recherchieren, bevor Sie sich an uns wenden.
	* Sherwin-Williams wird Sie niemals auffordern, Geld zu senden oder Informationen über ein Girokonto bereitzustellen. In diesem Fall handelt es sich um einen Betrug.

**So schützen Sie sich vor** **Betrug in Bezug auf Stellenangebote.**

1. Vertrauen Sie Ihrem Instinkt. Wenn etwas als zu realistisch erscheint, um wahr zu sein, ist es das wahrscheinlich auch.
2. Recherchieren Sie online und suchen Sie nach Berichten über Betrügereien, die von anderen durchgeführt wurden.
3. Bezahlen Sie niemals dafür, dass Ihnen jemand eine Stelle verspricht. Sherwin-Williams verlangt von Bewerbern nicht, dass sie für Ausrüstung für die Arbeit bezahlen.
4. Sherwin-Williams wird Ihnen niemals einen Scheck schicken, Sie bitten, ihn zu hinterlegen und dann um Geld oder Geschenkkarten bitten.